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• Last Silicon Salon we presented as Crossbar Inc.

• Cramium Labs is a division of Crossbar.

• www.cramiumlabs.com

• Mehdi Asnaashari, VP of System Engineering
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Our mission is to create  a 
breakthrough security platform for 
the crypto industry that is best-in-
class, purpose-built, and tamper-
resistant to address the rapidly-
evolving security needs of the 

industry



• What Bootloader should the Chip Manufacturer ship?
̶ Only minimum code to open the communication ports for OEM bootloader?

̶ Perform all Crypto functions?

̶ Or something in between?

• How Much OEMs trust the Manufacturer?
– How to improve the perception?

Bootloader
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Block Diagram of a Crypto Processor
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Minimalistics View
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Life Cycle Progression (Chip  OEM)
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Full-Feature Software
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Life Cycle Progression (OEM  User)
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• What should Chip manufacturer further improve ?
̶ Supply Chain authentication at Chip level?

̶ Support Reverse Life Cycle Progression

 Destroy all Secrets?

Questions?
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Thank You


